# Тема 1.1. Інформація та інформаційна безпека

1. Зміст поняття інформація та її основні характеристики
2. Види інформації
3. Інформаційні революції
4. Безпека в інформаційному суспільстві
5. Інформаційна безпека людини, суспільства, держави та міжнародного співтовариства
6. Розмежування інформаційної безпеки та захисту інформації.

# Тема 1.2. Інформаційні права і свободи людини.

1. Поняття та види інформаційних прав людини
2. Інформаційні права людини за Конституцією України
3. Право людини на захист персональних даних
4. Право на доступ до публічної інформації
5. Цифрові права людини

# Тема 1.3. Загрози інформаційній безпеці людини

1. Поняття загроз інформаційній безпеці людини
2. Вплив інформації на свідомість та поведінку людини.
3. Загрози інформаційній безпеці людини на ранніх етапах соціалізації
4. Інформаційна дискримінація
5. Інформаційний вибух і інформаційне перевантаження. Інформційні адикції
6. Маніпулювання свідомістю - сутність та види маніпуляції.
7. Сутність та прояви інформаційного насильства

# Тема 1.4. Свобода інформації як інститут міжнародного інформаційного права

1. Філософсько-правовий зміст свободи інформації.

2. Право на доступ до інформації.

3. Обмеження свободи інформації: підстави та критерії.

4. Поняття та види незаконної інформації

# Тема 1.5. Трансформаційні процеси в системах забезпечення національної та міжнародної безпеки (інформаційні війни )

1. Міжнародно-правове регулювання інформаційної безпеки

2. Міжнародно-правовий режим критичної інформаційної інфраструктури

3. Концепція кібермиру

4. Сучасні види воєн (інформаційні, ідеологічні, економічні, гібридні тощо)

# Тема 2.1. Інформаційні ресурси.

1. Поняття «інформаційний ресурс».

2. Законодавче визначення типів та видів інформаційних ресурсів.

3. Законодавче забезпечення доступу до інформаційних ресурсів.

4. Законодавче обмеження доступу до інформаційних ресурсів

# Тема 2.2. Інформаційний та кіберпростір

1. Інформаційний простір

2. Кіберпростір

3. Особливості правового регулювання інформаційного простору

4. Особливості правового регулювання кіберпростору

# Тема 2.3. Правове забезпечення інформаційної безпеки за законодавством України

1. Інформаційна безпека держави

2. Об’єкти інформаційної безпеки держави

3. Суб’єкти інформаційної безпеки держави

## Тема 2.4. Правове регулювання Інтернету

1. Основні етапи виникнення та розвитку Інтернету.

2. Основні поняття та ознаки Інтернету.

3. Структура інтернету. Darknet i Deepweb

4. ІКАНН, МСЕ та інші органи управління інтернетом

5. Мережевий нейтралітет

# Тема 2.5 Е-демократія

1. Електронна демократія та її складові

2. Правове регулювання е-демократії у світі та в Україні

3. Цифрова диктатура

4. Загрози демократичним процессам, що повязані з використанням інформаційних впливів та ІТ

# Тема 2.6. Безпека в ІТ-праві

1. ІТ-право в Україні

2. Трудові відносини в ІТ-галузі

3. Авторські права на комп’ютерну програму, реєстрація торгових марок та патентів

4. Комерційна таємниця в ІТ-галузі. Угоди про не конкуренцію та про нерозголошення

5. Електронна комерція.

6. Спростування недостовірної інформації та відповідальність за її поширення

# Тема 2.7. Особливості юридичної відповідальності в інформаційній галузі.

1. Правопорушення в інформаційній галузі.
2. Адміністративно-правові санкції за порушення інформаційного законодавства.
3. Засоби цивільно-правової відповідальності за правопорушення в інформаційній галузі.
4. Кримінально-правові санкції за порушення інформаційного законодавства.
5. Особливості застосування інших видів санкцій за правопорушення в інформаційній галузі